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Process Mining =

Event Data + Processes

Data Mining + Process Analysis



Process discovery: "What is
really happening?"

Conformance checking: "Do
we do what was agreed
upon?"”

Performance analysis:
"Where are the bottlenecks?"

Process prediction: "Will this
case be |late?"

Process improvement: "How
to redesign this process?"

Etc.
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XES, MXML, SA-MXML, CSV, etc.




a = register request,

b = examine thoroughly,
Cc = examine casually,

d = check ticket,

e = decide,

f = reinitiate request,

g = pay compensation,
and h =reject request
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The event log can be used to
discover roles in the organization
(e.g., groups of people with similar
work patterns). These roles can be
used to relate individuals and
activities.

Performance information (e.g., the
average time between two
subsequent activities) can be
extracted from the event log and
visualized on top of the model.
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Decision rules (e.g., a decision tree
based on data known at the time a
particular choice was made) can be
learned from the event log and used
to annotated decisions.
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Municipalities (e.g., Alkmaar, Heusden, Harderwijk, etc.)

Government agencies (e.d., Rijkswaterstaat, Centraal
Justitieel Incasso Bureau, Justice department)

Insurance related agencies (e.g., UWV)

Banks (e.g., ING Bank)

Hospitals (e.g., AMC hospital, Catharina hospital)
Multinationals (e.g., DSM, Deloitte)

High-tech system manufacturers and their customers
(e.g., Philips Healthcare, ASML, Ricoh, Thales)

Media companies (e.g. Winkwaves)



* Open-source (L-GPL), cf. www.processmining.org
* Plug-in architecture

* Plug-ins cover the whole process mining spectrum and
also support classical forms of process analysis
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* On 7 October 2011, the
IEEE Task Force on Process
Mining released the Process
Mining Manifesto

e 53 organizations support
the manifesto

e 77 process mining experts
contributed to it



Events should be trustworthy; that is, it should be safe to assume that the recorded events actually
happened and that the attributes of events are correct. Event logs should be complete; given a particular
scope, no events may be missing. Any recorded event should have well-defined semantics. Moreover,

GP1 : Event data should
be treated as first-class
citizens.

Conformance checking and enhancement rely
heavily on the relationship between elements in
the model and events in the log. This
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GP5: Models should be A model derived from event data provides a view on reality. Such a view should serve as a purposeful

treated as purposeful abstraction of the behavior captured in the event log. Given an event log, multiple useful views might
abstractions of reality. exist.
GP6: Process mining Given the dynamic nature of processes, we shouldn’t view process mining as a one-time activity. The

should be a continuous goal should be not to create a fixed model, but to breathe life into process models in a way that
process. encourages users and analysts to look at them on a daily basis.




When extracting event data suitable for process mining, we must address several
C1: Finding, merging, and | challenges: data can be distributed over a variety of sources, event data might be
cleaning event data incomplete, an event log could contain outliers, logs could contain events at different

The process might be changing while
under analysis. Understanding such
concept drifts is of prime importance for
process management.

y C4: Dealing

i with concept

drift of prime importance for process management.

C5: Improving the
representational bias used
for process discovery

A careful and refined selection of the representational bias is necessary to ensure high-
quality process-mining results.

C6: Balancing between
quality criteria such as
fitness, simplicity,
precision, and
generalization

Four competing quality dimensions exist: fitness, simplicity, precision, and generalization.
The challenge is to find models that can balance all four dimensions.




In some use cases, event logs from multiple organizations are available for analysis. Some

C7: Cross- organizations, such as supply chain partners, work together to handle process instances;
organizational other organizations execute essentially the same process while sharing experiences,
mining knowledge, or a common infrastructure. However, traditional process-mining techniques

typically consider one event log in one organization.

In some use cases, event logs from multiple
organizations are available for analysis. Some
organizations, such as supply chain partners, work
together to handle process instances; other
organizations execute essentially the same process while
sharing experiences, knowledge, or a common
Infrastructure. However, traditional process-mining
techniques typically consider one event log in one
organization.

conclusions. To avoid such problems, proces mining tools should present results using a
suitable representation and the trustworthiness of the results should always be clearly

indicated.
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